SAFEGUARDING

AND WELLBEING «%.....

This week’s issue will be
focussing on online safety.

We will be providing handy

tips for Parents/Carers and
Students on how to keep
safe.

www.nspcc.org.uk/keeping-children-safe/online-safety
https://staysafe.org/top-10-internet-safety-rules-for-your-kids

www.childnet.com
www.kidsmart.org.uk

Parents/Carers

Talking regularly with your child
is the greatest tool to help keep
them safe online. Talking
regularly and making it part of
daily conversation, like you
would about their day at school,
will help your child feel relaxed.
It also means when they do have
any worries, they're more likely
to come and speak to you.

Help manage what they see and
do online Parental controls and
privacy settings can help you
manage how your child spends
time online and help to keep
them safe.

« Device settings — manage
things like location sharing,
screen time and in-app
purchases. Most tech and
gaming companies have
dedicated pages to support with
setting these up.

» App or game settings —
in-app tools that can help to
keep your child’s account private
and manage who they're talking
to. You can normally find
information on these in account
settings or directly on the
platforms website.

» Mobile or network

provider settings — help to

manage browsing access and
stop your child from visiting
inappropriate sites or
downloading apps that aren't
suitable. Contact your mobile or
broadband provider for more
information about setting this up.

The best way to find out what
your child is doing online is to
talk to them and have regular
conversations so that online
safety is part of everyday
discussion. Ask them
open-ended questions like
‘What's your favourite game or
app to play on?-.

» Listen to what they have to say
and show an interest. They could
give you a demo of their
favourite app or show you their
favourite YouTube or TikTok
account.

* They will probably be able to
teach you things you don't know!
This will also give you an
opportunity to chat about any
safety settings they might already
have in place.

* Regular conversations with your
child will encourage them to
come to you if they ever need
support or advice.
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Talk about who they are in contact with online

Remember it’s ok to ask for help!

Remember you don't have to be an online safety expert —

that's our job! We're here to help, with resources and advice

to help support you and your child. If your child asks you a

question you don't know the answer to, or speaks to you

about a negative experience they had online, here are some

of things you could do:

« Visit the NSPCC online safety hub: nspcc.org.uk/onlinesafety

* Call the NSPCC helpline 0808 800 5000 to speak to an
advisor

* Ask another parent

* Speak to your child's teacher

« If your child needs more support, they can contact
Childline: childline.org.uk

As always, if you have any issues around your child’s mental health and well-being, please contact a member of the safeguarding

team, or your child’s Head of Year.
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